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Scope: No matter where
they come from
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3. Elections
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The Threat (B&):

e Presentation Attacks: AIDMERIEP®
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e Deepfake Fraud: 507714(2023) -
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Scenario A: CEO Impersonation Scenario B: Trojan Horse Hiring

Proxy
Noto Serif JP Regular Noto Serif JP Regular
Deepfake Business Video Compromise FEFAmEEEE (Fake Candidates)
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UK: DETECTION (#%)

JAPAN: PROVENANCE (3F)

The Tension

Find the Virus (EZHER) Show the ID (Z%3EFA)
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UK Japan
Standard: ] Standard:
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> 2026 - 2030

CIBA (Client Initiated
Backchannel Auth)
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FINANCE TECH / MEDIA

(&Rh) ($fl7 « X7 1 7)
FAsSalEh' 5 DR A] _‘| Watermarking by
(Beyond Face Auth) "ﬂ Design

& NotebookLM



130JEMHIE TR SR b « Tv 71 ADHEE

; $909 Billion
(¥7130JkM)

The Opportunity:
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Japan CAGR 13.1%

Market Size (USD)
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